
The epidemic of financial fraud shows no sign of abating.  Perhaps the saddest example is the 
“romance scam.”  Reportedly some 30% of Americans have tried online dating.  Too many 
have found fraudsters instead of soulmates, people who prey on the lonely to steal money 
and identities.  According to the Federal Trade Commission (FTC), citizens have reported 
losing $1.3 billion to romance scams during the last five years, growing steadily from under 
$100 million in 2017 to about $550 million in 2021.  It’s the largest category of online fraud, 
larger than identity theft or online shopping fraud.  Because falling prey to a scam is so em-
barrassing, it is thought that many scams go unreported, so the actual losses could be far 
higher.

Scamsters often go to great lengths to create a false identity. They may claim to be oil rig 
workers, in the military, doctors with an international organization, among other alluring 
vocations.  They may be patient, grooming the target for many months, becoming familiar 
with the target’s social media accounts, before asking for money.  When the request finally 
comes, the money may be “needed” for emergency surgery, medical expenses, plane tickets, 
even to pay o� gambling debts, according to the FTC.  The means of transfer is typically by 
wire transfer or by gift cards, because those are almost impossible to reverse and harder for 
the authorities to trace.

Not much is known about the victims of romance scams, but according to a recent item in 
The Wall Street Journal women seem to be more vulnerable than men, most are older than 
40, with the 50 -59 age bracket having the most victims.  Also, financial losses tend to be 
larger as the age of the victim increases.

Rule number one, per the FTC, should be: Never send money to someone you haven’t met in 
person.  However, that rule may not be su�cient, as the romance scamster sometimes will 
agree to face-to-face meetings.  The FTC suggests doing a reverse image search of the 
person’s profile picture—if the results include other names or inconsistent personal details, a 
fraud is likely.

More romance scam information from the FTC may be found at https://consumer.ftc.gov-
/articles/what-you-need-know-about-romance-scams.  For specifics on techniques that 
the scamsters use, see https://consumer.ftc.gov/consumer-alerts/2015/07/fak-
ing-it-scammers-tricks-steal-your-heart-and-money.  That website allows comments, and 
there are 18,207 of them. The comments are eloquent, shocking testimony to the wide-
spread successes of these frauds.

© 2022 M.A. Co.  

Wye Trust
16 N Washington Street

Easton, MD 21601
Office 410.763.8543

info@wyefinancial.com
www.wyetrust.com

Wealth Management and Trust services are o�ered through Wye Trust, a division of Shore United Bank. 
Shore United Bank and Wye Trust are not registered broker-dealers.

Not Insured by FDIC or Any Other Government Agency Not Bank Guaranteed

Not Bank Deposits or Obliga�ons May Lose Value

Is the romance gone?


